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IT Technologies: Cyber Security

What does it do?

One of the main focuses of Cyber Security is Encryption. This is the process of taking ‘plain text’ a file anyone can easily access and open and converting it to ‘cipher text’ through an Encryption Algorithm (Norton, 2020). ‘Cipher text’ cannot be easily accessed or opened due to the file being ‘scrambled’ by the encryption algorithm, only users with a ‘key’ can ‘unscramble’ or ‘decrypt’ the file and access its contents (Mercer-Myers, 2018). There are two main categories or encryption device encryption and end-to-end Encryption.

End-to-end encryption is used to secure connect two devices. This could be messages, credit card payments, or visiting a website. There are two main types of handling end-to-end encryption: symmetric and asymmetric encryption. Symmetric encryption uses one key for both encrypting and decrypting data. This allows for multiple people to easily access the data that’s encrypted. This method the data is only as safe as the most careless person with a key (Norton, 2020).

Asymmetric encrypted uses two keys. One is a public key which is shared and can encrypt data, and the other is a private key which decrypts data. End-to-end encryption often utilises asymmetric encryption (Mercer-Myers, 2018). This is often seen in the use of HTTPS as explained by CloudFlare, “A client will obtain a website's public key from that website's TLS certificate (or SSL certificate) and use that to initiate secure communication,” by initiating the connection with the public key, the user accessing the website is able to encrypt their traffic and only they can decrypt the information they receive (CloudFare, 2020) (Electronic Frontier Foundation, 2020). Mobile apps such as WhatsApp, Signal, and mobile banking apps also use asymmetric encryption for secure connection (WhatsApp, 2020) (Signal, 2020) (Weil, 2018). In 2017, International Business Machines (IBM) unveiled a line of mainframe computers which focused on encryption. These mainframes ‘IBM Z’ were targeted towards banking and insurance companies encrypting incoming and outgoing connections and the servers themselves through both peer-to-peer and device encryption (Greenwald, 2017).

Device encryption is where the entire device or its storage is encrypted, often through symmetric encryption. This protects the owners’ files if their phone or laptop is stolen, it can also protect businesses and government agencies from local hackers trying to access sensitive information. SSD manufacture’s such as Intel and Samsung include built-in encryption to their storage (Intel, 2020) (Samsung, 2020). Apple has gained a reputation for their iPhones innovation in biometric keys (using finger-prints or face scans as keys) and their devices impenetrability as shown in their 2016 legal dispute with the FBI (The Wallstreet Journal Editorial Board, 2020) (Yadron, et al., 2016) (Wallstreet Journal Editorial Board, 2016) (Mossberg, 2013) (Mickle & McMillan, 2017). The importance of device encryption is emphasised by Bruce Schneier, board member of the EFF, in his blog, “we only use encryption when we're working with important data, then encryption signals that data's importance” (Schneier, 2019).

In 2018, Steve Rosenbush wrote ‘Why Encryption of Corporate Data Remains a Powerful but Underutilized Tool,’ in *The Wallstreet Journal*, two years later following the Covid-19 Pandemic *Zoom* has been banned by *Tesla*, *Google*, and New York City Schools because of the lack of P2P Encryption and security concerns with China (Rosenbush, 2018) (Langley, 2020) (Wood, 2020) (Whittaker, 2020). Despite Zoom’s CEO Eric Yuan publicly apologising for misleading marketing of end-to-end encryption and having the company focus on creating end-to-end encryption, their public image has been tarnished (Tilley & McMillan, 2020) (Lee & Grauer, 2020) (Whittaker, 2020) (Whittaker, 2020). This is furthered by instances of ‘zoombombing’ where pranksters interrupt many types of group calls including Alcoholics Anonymous, classes, and, children’s birthday parties (Bindley, 2020) (Nguyen, 2020) (Hern, 2020). The backlash that Zoom has faced shows that businesses are understanding the importance of Cyber Security, namely encryption, for the protection of sensitive data and communication (Whittaker, 2020). What standards should these businesses follow?

Government agencies such as the American Department of Commerce’s *National Institute of Standards and Technology* (NIST) work with other government agencies and the private sector to develop standards for encryption (Chen, 2019). In 1977, the U.S. government created the Data Encryption Standard (DES). In 1985, Triple-DES became an academic community standard to replace DES, as it became clear that DES could be ‘brute forced.’ Brute forcing is when a machine or program can decrypt the encryption. NIST decided to back Belgian algorithm, Rijindael, which became the Advanced Encryption Standard (AES) in 1997 (Schneier, 2004). This continues to be the standard to this day. As technology improves rapidly it will become obsolete, and government departments and private companies understand this. Similar to the Space Race, the U.S. and China are racing to the create better technology then the other, with cyber security in the centre of this (Fitch & Woo, 2020) (Strong, 2018) (Mims, 2019) (Castellanos, 2017).

The next critical step for encryption is developing a ‘quantum proof’ encryption algorithm. IBM, Cisco, and Google alongside dozens of companies currently working on this technology (Mann, 2013) (Hackett, 2019) (Porter, 2019) (Metz, 2019) (Vincent, 2019) (Hartnett, 2019) (Bryson, 2019) (Castellanos, 2018). When talking to the Wallstreet Journal, for NSA Director Michael Hayden stated, “I don't know whether quantum computing will inherently favor the offense or inherently favor the defense, when it comes to encryption, security, espionage and so on, but I do know it's going to affect something.” This was in discussion of current encryption methods and future issues cyber security faces (Strong, 2018). Whether quantum cryptography is developed in three or ten years is uncertain. What is, however, the standards that come from this technology will change and develop over time. *Data Encryption Standard* became *Advanced Encryption Standard* and today there are a plethora of encryption standards. *Quantum Encryption Standard* will be that next step. But as technology evolves, so does legislation.

What is the likely impact?

Beginning in 1946, the UKUSA agreement began an intelligence co-operation with the United Kingdom and the United States. Nine years later, in 1955, the agreement was updated to include Canada, Australia, and New Zealand (Farrell, 2013) (National Security Agency, 2020). Colloquially, this alliance is known as the ‘Five Eyes.’ Together, they develop new intelligence methods and data retention legislation. It has later been uncovered that this extends to a further nine countries in an alliance known as SIGINT Seniors Europe (SSEUR) or the ‘Fourteen Eyes.’ This extension shares intel only (Taylor, 2020) (Kelion, 2014) (Gallagher, 2018) (Koch, 2018). As part of the core ‘Five Eyes’ both the Australian and American governments and security officials have pushed both to ban individuals and force companies to introduce ‘backdoors’ into their security systems. Groups like the Electronic Frontiers Foundation (EFF) and companies such as Apple and Google have pushed back on this (Ruiz, 2018) (Mullin, 2020) (Karp, 2018) (Whittaker, 2018). Apple, as previously mentioned, had fought against the FBI in 2016 and creating a backdoor for their line of iPhones (Wallstreet Journal Editorial Board, 2016). Both American government officials and law enforcement had framed the issues to be against terrorism, Apple knew that the matter would leave precedent and be abused for minor crimes too. The repercussions of doing so would give both Russia and China power over the company to give them backdoors or they would find the any that were created.

In 2018, Australia passed legislation that allows authorities to demand access to end-to-end encryption (Newman, 2018) (British Broadcasting Corporation, 2018). In 2020, America is in the process of pushing for the *EARN IT* Act which experts fear could kill end-to-end encryption (Mullin, 2020) (Lin & Martin, 2020) (Singh, 2020). This will affect the security both personal and business communication (Brett, 2020). Establishing backdoors and strongarming client information from companies that utilised encryption in their communication provides hackers and foreign governments, like China and Russia, a means to access clients private data too. It is a slippery slope down for the integrity of data protection. Hacking, phishing, and ransomware are already issues faced by private companies, individuals, and hospitals (CBS News, 2017) (Whittaker & Singh, 2020) (Bhargava, 2020) (Whitney, 2020) (Lyons, 2020) (Whittaker, 2020) (Lyer, 2020). The continued degradation of encryption laws within the ‘Five Eyes’ countries could mean the fall of digital security in the Western World.
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